
The Equation of ϥntelligence 

  OSϥNT + TECHϥNT + HUMϥNT     
 = FUSϥON 



ϥntroduction 

Open-Source 
ϥntelligence (OSϥNT)  
Open-Source ϥntelligence 
(OSϥNT)  

OSϥNT is that which is 
gleaned from online 
sources: archived 
reports, company 
records, court ɲlings, 
and so on.  

While this can often 
provide a solid 
foundation for an 
investigation and 
indicate suitable leads, it 
is rarely enough in and 
of itself.   

Especially given the 
propensity of Ʉfake newsɅ 
around today, and the 
ease with which bad 
actors can alter, create 
or wipe webpages to 
show only the image 
they wish to present. 
OSϥNT is rarely enough 
in itself to oϜer total 
conɲdence, although 
deep-dive searches of 
records and listings can 
indicate the direction. 

There is a speciɲc intelligence term for bad 
practice in intelligence gathering, and it is 
this: stovepiping. Essentially, the doctrine 
of examining information gathered 
through one channel only: through just 
one single source, or one methodology. 
The problems are immediate: not only 
does stovepiping ignore perfectly viable  

alternate channels of investigation that 
could enhance, alter or otherwise assist 
the project, it leaves all parties reliant on 
the veracity (or otherwise) of what is 
presented. ϥn a business environment 
where knowing exactly who and what you 
are dealing with has never been more 
important, this can be fatal.  

KCS ɲrmly believes that, in the majority of 
cases, knowingly stovepiping oϜers a 
substandard service and fails to give the 
Client the full picture. Worse, it can actively 
lead to intelligence failure. Single avenues 
of investigation are restrictive and will 
often lead to things being missed. This is 
why KCS actively promotes the notion of 
ϥntelligence Fusion: blending three 
diϜerent sources of intelligence in order to 
get the best ɲnal product. 



Human-Sourced 
ϥntelligence (HUMϥNT)  

HUMϥNT is the bedrock 
of KCSɅ investigative 
work. Based on the 
principle that nobody 
knows a country, its 
dynamics and its 
mechanisms better than 
those that live and work 
there, KCS has over the 
years recruited an 
extensive number of very 
highly-placed and well-
informed sources in key 
sectors (for instance 
government, ɲnance, 
business) who are able to 
secure sensitive and 
game-changing 
information that is 
simply not available 
through open-source 
searches or third-party 
investigative enquiries.  

 

ϥt is about ɲnding the 
edge that oϜers clarity 
where previously there 
was confusion, about 
discovering game-
changing intelligence 
which could change the 
entire course (or 
existence) of a business 
deal. ϥn many cases it is 
on HUMϥNT that 
investigations turn, and 
the intelligence supplied 
by sources who have 
many decadesɅ 
experience in their 
expert professions and 
countries has proven 
invaluable to clients 
worldwide. 

Cyber-led ϥntelligence 
(TECHϥNT)  

 
TECHϥNT is the ɲnal 
piece of the jigsaw and is 
information gathered 
through legal technical 
means: so, not hacking 
computers or obtaining 
phone records, but 
utilising the power of the 
dark web and assorted 
investigative tools to add 
further colour to a 
project and identify leads 
that were conɲned only 
to cyber-space. 
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Contact us 
 
To ɲnd out more or to arrange a meeting to discuss your business needs,  
please contact us: 


