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Untroducti on

Cyb-erime now outstrips tradidt omay wernynewelnl be that

practically every area. Thefthdsemchaaks, BBetammore of
against naive individuals, iadesgapsalrieglpt om@amgess t he
each is typically far easieramnad wiclhl eve dxplmoi t ed.
behind a computer than it is to perform i n
person. Why go to the risk of holding up a High
Street bank for one million E%‘T\I%\f%r,riw%ie'?mgy%ium 97 thre
can steal one dollar from a imqe(rftiiofnybtar?wise risks, wea
accounts onl i nd” sWhdyét ereaand anvulnerabilities, and make
congl omerate competitor whenorglorbOWatno mitigate or clo
intercept blueprints being t?%'ﬁ'%lfeetr?le%' b%ic\@etrtatcH(atatas
ard fwrtlh wia amal | @ point should be considere
to shore up defences on a
you are best prepared for
The goal posts are changing, and companies
must adapt as well, to avoid falling into the
traps posed by what is a constantly evolving

and highly dangerous worl d.

The KCSAsCyebsessment i s predicated upon
two tenets about OT security, which it iIs hoped
will be upheld during the course of the

Unvestigati on:

T dT security should be a top priority of any

organi sation and is the responsibility of
everyone right across the business. Director s,
managers, staF, and all departments need to
understand and I mpress the i mportance to in
-house T depart ment s.

f Traditional measures such as peri meter

secur it yviarnWs aaarte not enough to
adequately protect against the range of
t hreat sAi mar&eapl| ace.




OQur approach to

~The KCS Cyber Security Asses§mén't I st de
weaknesse®"“in a gi veen UT system: and,
cl ear somethi'ng i's missing but also t-he
‘companies may cbe wholly unaware. Vulner

"'The assessment programme is comprised of
di Ferent area of company securi t° as o
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