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As every man and his dog continues to deny being the 
anonymous author of the recent New York Times’ 
stunning editorial against Donald Trump, it is worth 
considering not so much the polemics of what is said 
but the manner in which it was delivered. Opposition to 
Trump is well-established but this is the first time such 
a message has come from an anonymous informant: a 
source on the inside. Even in a world where 
technological advances threaten to outpace everything 
else, there is still room for the human element.  
 
There were immediate calls for the NYT to reveal the identity of the author – but to do so would be to 

miss the vital information and value that can sometimes, only come from someone acting in secret. 

There is immense value in anonymity: whether it be a Watergate-style source inside an administration 

saying things that could never be said with attribution and exposing the worst of political discourse, or 

‘whistle-blowing’ on a particular company and making necessary facts known. This often rises above 

personal ambition/motivation to be a matter of public good. If it is right that the general public should be 

made aware of hidden crimes within a major private company which impacts them, is it not also right that 

a client company should know of prospective problems concerning an individual/entity that they are 

engaging with?  

 

Note that acting in secret is by no means synonymous with acting illegally. It is entirely possible – and 

indeed, the only acceptable way to practice - to pass on information, or obtain informal testimony, 

without breaking any law: it is just that such work and questions must be enacted and phrased with great 

care, so as to maintain the discretion and protection of the source.  

 

In this manner, ‘the secret source’ remains one of the cornerstones of intelligence. While open-source 

information is increasingly at the risk of being edited or faked, and to trawl the deep web for hints and 

answers relies on them already being set down in type, a source is able to go where others cannot and 

discern what is kept only (as the Corsicans would say) ‘behind the teeth’. With access to the key players 

and circumstances, and a lifetime of understanding the dynamics and politics of the regions and 

industries, human sources are the most crucial part of intelligence gathering. 

 

 

 



 
  

 
KCS Group Europe - Strategic Intelligence & Corporate Security 

A leading provider of security and intelligence services, we operate discreetly in some of the world’s most difficult environments on complex 
cases of fraud, theft, corruption, or market dynamics.  We gather intelligence through the discreet use of human sources to level the playing field 
and help our clients to identify and deal with any risks, weaknesses and threats which could impact on their business financially or 
reputationally.  
 
Our key areas of expertise include: 

 Corporate Intelligence Services 
 New market or sector entry research 
 Know your customer screening 

 
In addition, through our specialist team at KCS IS, we also offer a unique service in the areas of Cyber Security and Cyber Risk.  This covers 
penetration testing, vulnerability assessments, intelligence gathering and cyber security audits, providing unparalleled, analysis, contingency 
planning, and implementation for our clients. 
 
To find out more or to arrange a meeting to discuss your business needs, please… 
email the team at info@kcsgroup.com or call (00 44) 2072451191 

 

However this is being offset on occasion by demands that these figures reveal their identities and 

methods, to have ‘confidence’ in their conclusions, or that information (that by necessity) cannot be 

documented and laid out in the manner of a paper trail is of lesser value. These approaches are directly 

contradictory to the purpose and rationale behind a secret source: the anonymity and lack of requirement 

for a paper trail is precisely why such sensitive intelligence and information can be gotten. That which is 

derived from human sources is often the edge that is needed: provided that this has been obtained 

through legal means, there does need to be the element of trust that sources do what they say and that 

the intelligence they provide is true.  

 

Above all there can be no double-standards between those on the grand scale perceived to be acting in 

the public good, and those doing so for private clients – but this must be matched by the acceptance that 

some degree of secrecy is a must. Clients should remain aware that not every hooded figure is by 

convention up to no good.   
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